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A student may appeal a decision in accordance with policy FNG (LOCAL).  Any student who posts non-

school material without prior approval will be subject to disciplinary action in accordance with the Student 

Code of Conduct. Materials displayed without approval will be removed. 

NONSCHOOL MATERIALS-FROM OTHERS 

Written or printed materials, handbills, photographs, pictures, films, tapes, or other visual or auditory materials 

not sponsored by the District or by a District-affiliated school-support organization will not be sold, circulated, 

distributed, or posted on any District premises by any District employee or by persons or groups not associated 

with the District, except as permitted by policy GKDA.  To be considered for distribution, any non-school material 

must meet the limitations on content established in the policy, include the name of the sponsoring person or 

organization, and be submitted to the campus principal for prior review.  The campus principal will approve or 

reject the materials within five school days of the time the materials are received. The requestor may appeal 

a rejection in accordance with the appropriate District complaint policy.  [See policies at DGBA, FNG, or GF.] 

 

Prior review will not be required for: 

 

 Distribution of materials by an attendee to other attendees of a school-sponsored meeting intended for 

adults and held after school hours. 

 Distribution of materials by an attendee to other attendees of a community group meeting held after 

school hours in accordance with policy GKD (LOCAL) or a noncurriculum-related student group 

meeting held in accordance with FNAB (LOCAL). 

 Distribution for electioneering purposes during the time a school facility is being used as a polling 

place, in accordance with state law. 

 

All nonschool materials distributed under these circumstances must be removed from District property 

immediately following the event at which the materials are distributed. See policy GKDA (LOCAL). 

 

D R E SS  AN D  G R O OM I NG  

Fort Bend ISD takes pride in the appearance of our students.   The District’s dress code and grooming standards 

have been established to teach grooming and hygiene, to prevent disruption, and to minimize safety hazards at 

school and school-related functions.  All students shall wear clothing that is neat, appropriate, and modest to 

the age of the student.  Each campus, not unlike a work place, promotes a productive, business-like atmosphere 

conducive to learning.   Students should be familiar with these standards, as the dictates of popular fashion 

may be inconsistent with these guidelines: 

SHIRTS, BLOUSES, SWEATSHIRTS, SWEATERS, VESTS 

 Must touch the belt line with no revealing undergarments 

 No oversized armholes, vented t-shirts, spaghetti straps, tank tops, sleeveless t-shirts, backless attire 

and off the shoulder tops 

 No revealing midriff or undergarments while standing or sitting 

 No revealing, low-cut, see-through, or too tight clothing such as spandex/lycra (no exposed cleavage) 

DRESSES, JUMPERS, SKIRTS, SHORTS, SKORTS, CAPRIS, PANTS, AND JEANS 

 Dresses shall be worn modest in length (at or below middle of thigh) 

 Shorts, jeans, and all pants shall be worn at the hip and must cover the undergarments 

 No tattered shorts, biker shorts, or wind shorts or clothing that has been ripped, torn, or cut in a way as 

to reveal undergarments 
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 Walking shorts may be worn provided they are no more than three inches above the knee 

 Students in kindergarten through second grade may wear shorts slightly above mid-thigh 

 No clothing that is excessively tight such as spandex/lycra unless worn with a dress, skirt, or tunic 

SHOES 

 Shoes shall be worn, and if designed to be tied shall be properly tied 

 Elementary students shall not wear flip-flops or shoes with no back/heel strap 

 Unsafe footwear is not permitted (i.e.:  house shoes, shower shoes, slippers, etc.) 

 Appropriate shoes must be worn during P.E./gym classes as well as during lab activities in science, 

CTE, etc. 

HAIR 

• Neat, clean and well-groomed; worn in a style and color that is not distractive 

• Boys’ hair length should not exceed touching the shoulders at full extension in the back unless required 

by the student’s religion 

• Boys’ sideburns shall be no more than one-half inch below the ear lobes and shall not be flared 

• Drawings, icons, and/or other markings cut into or colored into the hair, including eyebrows, and not 

associated with required religious markings or hairstyles are not permitted 

• Mustaches, beards, or goatees are not allowed unless required to be worn by a student’s religion 

or with physician’s documentation 

MISCELLANEOUS 

• All garments must be sized appropriately 

• Proper undergarments shall be worn at all times 

• Revealing clothing of any type may not be worn 

• Clothing with profanity, obscene patches, references to alcohol, drugs, weapons or tobacco, or 

anything that may be construed as provocative or offensive may not be worn 

• Any attire that is distracting or causes a disturbance or identifies a student as part of an unauthorized 

group (i.e. bandanas, shoe laces, chains, t-shirts, etc.) may not be worn 

• No clothing that has been ripped, torn, or cut in a way as to reveal undergarments, midriff, or cleavage 

• No pajama wear of any type except on campus designated days 

• No visible body piercing other than ears, including no tongue piercing; earring length – no more than 

one inch at elementary 

• No hats, caps, doo-rags, wave caps, bandanas or hoods worn indoors (required religious head 

coverings not included) 

• Prescription eyeglasses only 

• No visible tattoos, icons, or markings on the body unless required by a student’s religion 

SCHOOL-RELATED ACTIVITIES 
Students participating in school-related activities may have to comply with a more restrictive grooming code.  

Students not in compliance with the dress and grooming code while at District- sponsored activities/functions 

may be prohibited from participating and may be disciplined using the Student Code of Conduct.  The principal, 

in cooperation with the sponsor, coach, or other person in charge of the extracurricular activity, shall regulate 

and enforce these guidelines. 

 

Dress and grooming standards may be modified with administrative consent to accommodate extracurricular 

activities and special events. 
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INTERPRETATIVE AUTHORITY 
The examples and guidelines listed above may not cover every possible instance of appropriate or inappropriate 

grooming or appearance. The interpretative authority as to what dress or grooming is inappropriate, disruptive, 

a hindrance to best learning situations, or a detriment to best discipline shall be vested in the principal, the 

assistant or grade level principal, or any other administrative authority in the school system.  

 

ELECTRONIC DEVICES AND TECHNOLOGY RESOURCES / DIGITAL 

CITIZENSHIP 

Fort Bend Independent School District makes a variety of communications and information technologies 

available to students through computer/network/Internet access. These technologies, when properly used, 

promote educational excellence in the District by facilitating resource sharing, innovation, and communication. 

Illegal, unethical or inappropriate use of these technologies can have dramatic consequences, harming the 

District, its students and its employees. These Digital Citizenship Guidelines are intended to minimize the 

likelihood of such harm by educating District students and setting standards which will serve to protect the 

District. The District firmly believes that digital resources, information and interaction available on the 

computer/network/Internet far outweigh any disadvantages. 

MANDATORY REVIEW 

To learn proper computer/network/Internet use and conduct, students are required to review these guidelines 

at the beginning of each school year. All District students shall be required to acknowledge receipt and 

understanding of all guidelines governing use of the system and shall agree to allow monitoring of their use and 

to comply with such guidelines. 

 

The parent or legal guardian of a student user is required to acknowledge receipt and understanding of the 

District’s Digital Citizenship Guidelines as part of their review of the Parent and Student Handbook. The consent 

form is mandatory for Digital Citizenship during new student registration and upon entering grades six and nine.  

The consent selection remains in place during subsequent years unless the parent elects to resubmit. 

Campuses must provide training on the Digital Citizenship Guidelines to all students. 

DEFINITION OF DISTRICT TECHNOLOGY SYSTEM 

The District’s computer systems and networks (system) are any configuration of hardware and software. 

The system includes but is not limited to the following: 

 

 Telephones and voicemail technologies 

 Email accounts 

 Servers 

 Computer hardware and peripherals 

 Software including operating system software and application software 

 Digitized information including stored text, data files, email, digital images, and video and audio files 

 Internal or external accessed databases, applications, or tools (Internet- or District-server based) 

 District-provided Internet access 

 District-filtered Wi-Fi 

 New technologies as they are identified 
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AVAILABILITY OF ACCESS 

Acceptable Use 

Computer/Network/Internet access used with District provided devices and/or personally owned devices will be 

to enhance learning consistent with the District’s educational goals. The District requires legal, ethical and 

appropriate computer/network/Internet use by all students regardless if the use is for an academic class 

requirement and/or personal use. 

 

Privilege 

Access to the District’s computer/network/Internet is a privilege, not a right, and may be revoked if abused. Any 

use described below is deemed “acceptable” and consistent with the Fort Bend ISD Digital Citizenship 

Guidelines for Technology but acceptable uses are not limited to the list below: 

 

 Use is for educational purposes during the school day. 

 Users will comply with all software, licenses, copyrights, and all other state and federal laws governing 

intellectual property. 

 Use is limited to the student’s own individual account. Students should not share network login 

information with others or use another person’s login information to access the network or computer. 

ACCESS TO COMPUTER/NETWORK/INTERNET 

Access to the District’s electronic communications system, including the Internet, shall be made available to 

students for instructional purposes. District computers and Wi-Fi (available for students who bring their own 

personal telecommunication devices) have filtering software that blocks access to visual depictions that are 

obscene, pornographic, inappropriate for students, or harmful to minors, as defined by the federal Children’s 

Internet Protection Act (CIPA). Filtered Internet access is provided to students as defined by CIPA. 

 

Student Access 

Computer/Network/Internet access is provided to all students as defined by the parent selection on the 

yearly consent form as part of the Student/Parent Handbook. Student Internet access will be under the direction 

and guidance of a District staff member. Students may also be allowed to use the local network and Wi-Fi with 

campus permission using guidelines outlined in this document. 

 

Use of Personal Telecommunication Devices, Including Mobile or Cellular Telephones 

The District believes technology is a powerful tool that enhances learning and enables students to access a 

vast amount of academic resources. The District’s goal is to increase student access to digital tools and 

facilitate immediate access to technology-based information. On an as available basis, students will be 

provided access to a filtered, wireless network through which students in grades two through twelve will be able 

to connect personal telecommunication devices to a designated network. Students using personal 

telecommunication devices must follow the guidelines stated in this document while on school property, 

attending any school-sponsored activity, or using the Fort Bend ISD networks. 

 

The possession of a mobile telephone or any device capable of capturing images during a state assessment 

will result in the state assessment not being scored. Students found in possession of a mobile telephone or any 

device capable of capturing images, during a state assessment, may be required to retest (grades 5 and 8 

reading and mathematics and any EOC exam). 

 

If a student uses a telecommunication device during a time or place in which authorization to use has been 

denied, the device will be confiscated by a teacher or administrator. Upon the student’s first or second violation, 

the parent may pick up the confiscated device after a payment of $15 is made to the campus activity account 

fund.  All payments made to the campus activity account fund will be used for activities that directly benefit 

FBISD students at the campus the funds were collected.  If the student has a third violation during the school 
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year, the device will be confiscated and turned over to the campus administrator.  The parent may pick up the 

device at the end of the school year after a payment of $15 is made to the campus activity fund. 

 

Confiscated telecommunications devices that are not retrieved by the student or the student’s parents will be 

disposed of after the notice required by law. [See policy FNCE.] 

 

In limited circumstances and in accordance with law, a student’s personal telecommunications device may be 

searched by authorized personnel. [See Searches and policy FNF.] 

 

Any disciplinary action will be in accordance with the Student Code of Conduct. The District is not responsible 

for damaged, lost, or stolen telecommunications devices. 

 

Designated Instructional Areas 

Students in grades two through twelve are allowed to bring personal telecommunication devices that can 

access the guest filtered wireless Internet, as available. Students will be allowed to use the device for 

educational purposes in a digitally responsible manner. 

 

Designated Non-Instructional Areas/Times 

Students in grades two through twelve are allowed to bring personal telecommunication devices that can access 

the guest filtered wireless internet, as available. Students will be allowed to use the device as determined by 

the campus.  

 

Security 

A student who gains access to any inappropriate or harmful material is expected to discontinue the access and 

to report the incident to the supervising staff member. Any student identified as a security risk or as having 

violated the Digital Citizenship guidelines may be denied access to the District’s networks. Other consequences 

may also be assigned. A student who knowingly brings prohibited materials into the school’s electronic 

environment will be subject to suspension of access and/or revocation of privileges on the District’s networks 

and will be subject to disciplinary action in accordance with the FBISD Discipline Management Techniques 

and Student Code of Conduct. 

 

Content/Third-Party Information 

Students and parents of students with access to the District’s networks and resources should be aware that use 

of the resources may provide access via links to outside material not yet reviewed or approved by the District. 

 

Subject to Monitoring 

No District computer/network/Internet usage shall be considered confidential and is subject to monitoring by 

designated staff at any time to ensure appropriate use. Students should not use the computer system to send, 

receive or store any information, including email messages, that they consider personal or confidential and 

wish to keep private. All electronic files, including email messages, transmitted through or stored in the District 

computer system and networks will be treated no differently than any other electronic file. The District reserves 

the right to access, review, copy, modify, delete or disclose such files for any purpose. Students should 

treat the computer system like a shared or common file system with the expectation that electronic files, sent, 

received or stored anywhere in the computer system, will be available for review by any authorized 

representative of the District for any purpose. Personal telecommunication devices are subject to examination 

in accordance with disciplinary guidelines if there is reason to believe that the Digital Citizenship guidelines 

have been violated. 

RULES FOR RESPONSIBLE DIGITAL CITIZENSHIP 

Fort Bend Independent School District offers students access to a computer, District network and the Internet. 

District students are bound by all portions of the Responsible Digital Citizenship guidelines. A student who 
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knowingly violates any portion of the Responsible Digital Citizenship guidelines will be subject to suspension 

of access and/or revocation of privileges on the District’s system and will be subject to disciplinary action in 

accordance with the District’s Discipline Management Techniques and the Student Code of Conduct. 

 

The District provides a web filtering software to protect students from accessing inappropriate material. 

While the purpose of the District network is to use Internet resources for constructive educational goals and 

instructional activities, no web filtering software can provide 100% protection. The District strives to provide a 

safe online environment for all students and to protect them from inappropriate content. We will constantly 

monitor our system and implement new technologies that will strengthen the safeguards currently in place. 

FBISD believes however, that the educational and instructional benefits that faculty, staff, and students derive 

from access to the Internet far exceed any disadvantages associated with this privilege. 
 

By utilizing a variety of technological resources, including the Internet, Intranet, hardware, and software, the Fort 

Bend Independent School District is expanding educational opportunities for all stakeholders. With this 

opportunity come responsibilities regarding responsible digital citizenship. Each Fort Bend Independent 

School District user is expected to act in a responsible, ethical, and legal manner, in accordance with the 

missions and purposes of the networks used on the Internet, Board Policy, and with the laws of the state of Texas 

and The United States. 

INDIVIDUAL USER’S RESPONSIBILITIES 

The following rules will apply to all users of Fort Bend Independent School District’s system: 

 

1. Students must comply with all software licenses, copyright laws, and all other state and federal 

laws governing intellectual property. 

2. Students may not install/upload/download onto network drives, disks, or any District computer network 

or run from a USB drive software, shareware, freeware, music files, or an executable, such as software 

and games, or proxy site software without permission from a teacher or administrator for academic use. 

3. Network administrators have the right to search student network storage locations and review data to 

maintain system integrity to ensure that students are using the system responsibly. 

4. Students are prohibited from changing any computer configurations and/or settings. 

5. Students are prohibited from accessing, copying or deleting anyone else’s files. 

6. Students are prohibited from recording audio or video without consent of both the person(s) being 

recorded and the teacher/administrator. 

7. Students are prohibited from including any profane, abusive/bullying, or impolite language in any files 

or folders stored on any District network or file storage space. 

8. Students are prohibited from accessing materials and sites which are not in line with the permitted use 

as defined by the teacher or administrator and Digital Citizenship guidelines. This is to include, but 

is not limited to, Social Networking Sites. 

9. Students are prohibited from damaging any computer, peripheral or the network in any way. 

10. The individual in whose name a system account is issued will be responsible at all times for its proper 

use. 

11. Students are prohibited from sharing their network password with another person. Students are only 

allowed onto the District network using their own login credentials. 

12. Students are not allowed to use another user’s password/login credentials. 

13. Students are not allowed to access non-District approved social networking or social media sites while 

using a computer connected to the Fort Bend ISD network. Students may participate in District 

approved social networking and social media activities that are related to instructional goals/activities. 

In this capacity, students may utilize tools such as, but not limited to, mobile devices, blogs, discussion 

forums, RSS feeds, podcasts, wikis, and other digital tools. 

14. Using obscene, profane, lewd, vulgar, rude, inflammatory, threatening, bullying, or disrespectful 

language in email communication, blogs, wikis, or other electronic communication tools and the 
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use of electronic communication or websites to threaten students, employees, volunteers, or school 

safety is prohibited (even if the offense is initiated off school property). This is to include, but is not 

limited to, Social Networking Sites. 

15. Accessing proxy sites or any other sites which hide the user’s identity is prohibited. 

16. Any attempt to access or circumvent password or other security‐ related information associated with 

the District, students, or employees, or to upload or create computer viruses (even if the offense is 

initiated off school property) is prohibited. 

17. Any attempt to alter, destroy, or disable District computer equipment, District data, the data of others, 

or networks connected to the District’s system, (even if the offense is initiated off school property) is 

prohibited. 

18. Harassing, fraudulent, embarrassing, indecent, profane, obscene, intimidating, inaccurate, sexually 

threatening, offensive, discriminatory, prejudicial, material that is damaging to another person’s 

reputation, illegal, or other unlawful material may not be sent by e-mail or other form of electronic 

communication or displayed on or stored in the District’s computers (even if the offense is initiated off 

school property). Users encountering or receiving such material should immediately report the 

incident to a teacher or campus administrator. 

19. If a security problem in the District’s system is identified or materials which violate the Rules for 

Responsible Digital Citizenship are encountered, it must be reported to a teacher or campus 

administrator immediately. 

INAPPROPRIATE USE OF DIGITAL RESOURCES 

Transmission of any material in violation of any federal or state law is prohibited. This includes, but is not 

limited to, threatening, harassing, defamatory or obscene material; copyrighted material; plagiarized material; 

commercial material or product advertisements; political lobbying; materials protected by trade secrets; blog 

posts, web posts, or discussion forum/replies posted to the Internet which violate federal or state law and illegal 

activities. 

 

Inappropriate use includes, but is not limited to, violations of the law, uses specifically listed in this document, 

violations of network etiquette, or uses that obstruct the security or integrity of the FBISD network and 

all components connected to it. 

 

The following rules will apply to all users of Fort Bend Independent School District’s system, and violations of 

these rules will result in revocation of the user’s access to the District network and all connected components. 

 

1. Violation of the District’s Digital Citizenship guidelines for computer/computer resources or Internet 

access and/or any rules or agreements signed by the student or the student’s parent. 

2. Attempting to access or circumvent passwords or other security-related information of the District, 

students, or employees, and/or to write, produce, generate, copy, or introduce any computer code or 

virus for the intent to self-replicate, damage, or harm the performance of the network or computers. 

3. Attempting to alter, destroy, or disable District computer equipment, District data, the data of others, 

or other networks connected to the District’s system at any time, including off school property. 

4. Attempting to use the District’s computer equipment to access or distribute the personal data of students 

or employees. 

5. Using the Internet or other electronic communication to threaten and/or bully District students, 

employees, or volunteers at any time, including off school property. 

6. Sending or posting electronic messages, images, audio files or video files that are abusive, disruptive, 

obscene, sexually oriented, threatening, harassing, damaging to another’s reputation, or illegal at any 

time, including off school property. 

7. Using District or personal technology for cheating or plagiarism. 
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8. Sending an electronic communication that references a name, domain address, phone number, or 

other item of identifying information belonging to any person with the intent to reveal the personal 

identity, harm, or defraud any person. 

9. Using e-mail/websites at school to encourage illegal behavior or threaten school safety. 

10. Downloading any application not approved by the District, including but not limited to the purpose of 

bypassing the District-approved filter. 

11. Using the District’s technology resources to post, publicize, or duplicate information in violation of 

copyright law. 

12. Attempting to acquire and use the credentials of another individual to log on to the computer network, 

whether it is a student, administrator, or District employee. 

13. Using of the District computer system for any type of advertisement or selling of commercial or personal 

products or services. 

14. Accessing, modifying, copying, or deleting files and/or data belonging to another individual. 

CONSEQUENCES OF DIGITAL CITIZENSHIP VIOLATION 

Any attempt to violate the provisions of this agreement may result in revocation of the student’s access to the 

computer/network/Internet, regardless of the success or failure of the attempt. In addition, school disciplinary 

and/or appropriate legal action may be taken. Students may be held financially responsible for intentionally 

causing damage to District resources. 

 

Denial, Revocation, or Suspension of Access Privileges 

With just cause, the System Administrator and/or building administrator, may deny, revoke, or suspend 

computer/network/Internet access as required, pending an investigation.  

 

Warning 

Sites accessible via the computer/network/Internet may contain material that is illegal, defamatory, inaccurate 

or controversial. Each District computer with Internet access has filtering software that blocks access to visual 

depictions that are obscene, pornographic, inappropriate for students, or harmful to minors, as defined by the 

federal Children’s Internet Protection Act. The District makes every effort to limit access to objectionable 

material; however, controlling all such materials on the computer/network/Internet is impossible, even with 

filtering in place. With global access to computers and people, a risk exists that students may access 

material that may not be of educational value in the school setting. 

 

Student Safety 

Use of personal telecommunication devices during a campus drill or emergency will not be permitted. To 

ensure the safety of students, headsets and ear buds are not allowed in non-instructional areas unless 

approved by a teacher or administrator. 

DISCLAIMER 

The District’s system is provided on an “as is, as available” basis. The District does not make any 

warranties, whether expressed or implied, including, without limitation, those of merchantability and fitness for 

a particular purpose with respect to any services provided by the system and any information or software 

contained therein. The District does not guarantee that the functions or services performed by, or that the 

information or software contained on the system will meet the system user’s requirements, or that the 

system will be uninterrupted or error free, or that defects will be corrected. 

 

The District is not responsible for theft or damage to a student’s personal device. Administrators will not 

investigate or conduct searches involving stolen or lost personal devices. 
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Opinions, advice, services, and all other information expressed by system users, information providers, 

service providers, or other third-party individuals in the system are those of the providers and not the 

District. 

 

The District will cooperate fully with local, state, or federal officials in any investigation concerning or relating 

to misuse of the District’s electronic communications system. 

 

Parents are not to contact their child during the instructional school day via cellular phone. If an emergency 

occurs and parents need to speak to their child, please contact the school for assistance. 

 

END-OF-COURSE (EOC) ASSESSMENTS 

[See Graduation and Standardized Testing.] 

EXEMPTIONS (FOR SPRING SEMESTER EXAMS) 

Note:  For some students’ exemption eligibility criteria includes passing an End of Course Exam (EOC).  If a 
student has not passed the EOC exam for that course they are not eligible to be exempt from the spring 
semester exam in that course.  If EOC scores are not received from TEA prior to the start of spring semester 
final exams then the exemption criteria will only be based on attendance, discipline, fines/fees, and grades. 
 
9th and 10th Grade  
 
Attendance:   No more than 4 absences for the spring semester.  3 tardies equals 1 absence for exemption 

purposes. 
Discipline:   No removals to DAEP/JJAEP during the current school year. 
Fines/Fees:   No outstanding fines or fees. 
Grades:   Must have a semester average of 80 or above for the spring semester in the course eligible 

for exemption. 
State Testing:  Must have met minimum standard on the EOC exam for the course eligible for exemption. 
Exemptions: Eligible for 3 exemptions in core courses only. (Math, Science, ELA, or Social Studies) 
Test Days: Students must attend class during exam exemptions to receive exemptions. 
 
 
11th Grade 
 
Attendance:   No more than 4 absences for the spring semester.  3 tardies equals 1 absence for exemption 

purposes. 
Discipline:   No removals to DAEP/JJAEP during the current school year. 
Fines/Fees:   No outstanding fines or fees. 
Grades:   Must have a semester average of 80 or above for the spring semester in the course eligible 

for exemption. 
State Testing:  Must have met minimum standard on the EOC exam for the course eligible for exemption (US 

History). 
Exemptions: Eligible for 4 exemptions in core courses only. (Math, Science, ELA, and Social Studies) 
Test Days: Students must attend class or all required activities during exam exemptions to receive 

exemptions. 
 
12th Grade 
 
Attendance:   No more than 4 absences for the spring semester.  3 tardies equals 1 absence for exemption 

purposes. 
Discipline:   No removals to DAEP/JJAEP during the current school year. 


